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1 
Executive Summary 

Near Field Communication (NFC) is a new technology and ecosystem that has emerged in 
the last decade. NFC technology is a short range, high frequency, low bandwidth and wireless 
communication technology between two NFC enabled devices. Communication between NFC 
devices occurs at 13.56 MHz high frequency which was originally used by Radio Frequency 
Identification (RFID). Although RFID is capable of reception and transmission beyond a 
few meters, NFC is restricted to within very close proximity. Currently, integration of NFC 
technology into mobile phones is considered as the most practical solution because almost 
everyone carries one. 

NFC technology enables communication between an NFC enabled mobile phone at one 
end, and another NFC enabled mobile phone, an NFC reader or an NFC tag at the other end. 
Potential NFC applications and services making use of NFC technology include e-payment, e­ 
ticketing, loyalty services, identification, access control, content distribution, smart advertising, 
data/money transfer and social services. Due to its applicability to a wide range of areas and 
the promising value added opportunities, it has attracted many academicians, researchers, 
organizations, and commercial companies. 

The changes or improvements on RFID to expose NFC technology can be described as: 

• Short range communication, where RFID may use long range especially for active tags that 
contain embedded energy. 

• Passive tag usage only (actually occurs only in reader/writer mode) whereas both active and 
passive tags are possible in RFID_ 

• Inherent secure data exchange because of short range communication. 
• Implicit matching of pairs that express their willingness to perform NFC communication by 

bringing themselves close to each other. 
• Interest from companies to integrate many services such as payment with debit and credit 
cards, loyalty, identification, access control and so on, because of the secure communication 
and implicit matching as described in the previous item. 

Technology usage is now in the pilot phase in many countries. Usability issues and technology 
adoption are being explored by many academicians and industrial organizations. Many mobile 

Near Field Communication: From Theory to Practice, First Edition. Vedat Coskun, Kerem Ok and Busra Ozdenizci. 
© 2012 John Wiley & Sons, Ltd. Published 2012 by John Wiley & Sons, Ltd. 
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Executive Summary 9 

2002. The Internationaal Organization for Standardization (ISO) and the International Elec­ 
trotechnical Commissidon (IEC) adopted NFC technology in December 2003. In 2004, Nokia, 
Philips, and Sony fouumded the NFC Forum to promote the technology. NFC technology 
standards are acknowbledged by ISO/IEC (International Organization for Standardization/ 
International Electroteechnical Commission), ETSI (European Telecommunications Standards 
Institute), and ECMA t.(European Computer Manufacturers Association). 

NFC is a joint advemnture of various technologies. Smart cards, mobile phones, card readers, 
short range communiceation, secure communication, transaction and payment systems are the 
most significant leadining technologies. As several technologies are involved, related organi­ 
zation bodies have pronvided the respective standards. The integrated form of those standards 
will hopefully define am common vision for secure and yet functional usage and transaction. An 
interoperable set of stasmdards is essential for a successful NFC ecosystem. The most dominant 
standardization organiiizations are: 

(i) NFC Forum 
NFC Forum ii is an alliance for specifying the NFC standards built on ISO/IEC stan­ 

dards. NFC Forurum was established with the aim of enabling NFC technology and making 
it spread througghout the world. NFC Forum is a non-profit industry association formed 
to improve the : use of NFC short range wireless interaction in consumer electronics, 
mobile devices., and PCs. NFC Forum promotes implementation and standardization of 
NFC technologjy to ensure interoperability between devices and services. The mission 
of the NFC Forurum is to promote the usage of NFC technology by developing specifica­ 
tions, ensuring .inreroperability among devices and services, and educating the market 
about NFC techihnology. 
NFC Forum I has standardized two operating modes (reader/writer and peer-to-peer 

operating modees) up to now. Record Type Definition (RTD) and NFC Data Exchange 
Format (NDEFf) specifications are provided by NFC Forum for reader/writer mode 
communicationn. Within peer-to-peer mode, Logical Link Control Protocol (LLCP) is 
used to connectn peer-to-peer based application to the RF layer. Card emulation mode on 
the other hand, ., provides smart card capability for mobile phones. 

Another impeortantdevelopment introduced by NFC Forum is the "N-Mark" trademark 
which is a univeersal symbol for NFC, so that consumers can easily identify where their 
NFC enabled ddevices can be used. 

(ii) Globa/Platformn 
Globalf'latfonrm is a cross industry, non-profit association which identifies, develops 

and publishes · specifications that facilitate secure and interoperable deployment and 
management ofof multiple embedded applications on secure smart cards. The goal of the 
GlobalPlatfomm specifications is to ensure interoperability on content management of 
smart cards, maanaging smart cards without any dependencies on hardware, manufactur­ 
ers, or applicatnions. 

(iii) GSM Associatison (GSMA) 
GSMA is arm association of mobile operators and related companies devoted to sup­ 

porting the stanrndardization, deployment and promotion of GSM. GSMA represents the 
interests of the s worldwide mobile communications industry. GSMA is focused on inno­ 
vating, incubatJtting and creating new opportunities for its members, all with the ultimate 
goal of drivingg the growth of the mobile communications industry. 
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32 Near Field Communication 

decrease physical effort. Increasing processing power and wireless Internet access of mobile 
devices also helped with this issue and made this mode more attractive. For example; patients 
can upload their medical information using NFC technology from their homes and elderly 
people can order their meals from their homes. Clients can shop from home by touching their 
mobile devices to NFC tags placed on brochures. 

Many more applications using reader/writer mode are developed than other modes. The 
most important reason for such development is that there are so many interesting and easy to 
implement use case scenarios that can be developed in reader/writer mode. Also developments 
and implementations of reader/writer mode applications are relatively easier to implement 
than others. 

Peer-to-peer mode is rare when compared with other modes, which is studied mostly for 
device pairing, social networking, and file transfer operations. Peer-to-peer mode provides 
easy data exchange between two devices and enables some social networking cases (e.g., 
updating presence information on social networks). 

In the study, it is found out that card emulation mode is mainly concerned with eliminating 
the need for a physical object. For example, the usage of a mobile phone eliminates the need 
to carry a credit card, a debit card, or even cash. Instead, a user makes payment with her 
mobile phone. NFC usage eliminates the need to carry a physical key and contactless smart 
key. As NFC can be used to enter rooms instead of electronic keys, it provides access control. 
Moreover, card emulation mode is used while cashing in ticket and mobile coupons. Actually 
these two processes also achieved the elimination of physical objects (paper-based tickets, 
coupons and so on) . The most important features of card emulation mode are the elimination 
of physical objects and providing access control. Also, the study stated that the commercially 
available applications are mostly developed using card emulation mode. 

1.10.1 Future Scenarios on NFC 
The main benefits of the reader/writer mode are identified as increasing mobility and de­ 
creasing physical effort. These benefits are in accordance with the mobility property of the 
mobile phone which in turn generally decreases physical effort. For example, calling someone 
provides mobility and eliminates the need to communicate face to face. Moreover with the 
mobile services usage, e-mail applications are developed for mobile phones and these e-mail 
applications enable users to read and write e-mails without any geographical restriction. It is 
seen in the study that the majority of real life scenarios can be adapted to this mode's appli­ 
cations. Application designs should include the data transfer from an NFC tag to a mobile 
phone and displaying it to the user. Moreover mobile phones can do additional processing 
with transferred data (e.g., can store the data in the mobile phone, and can transfer the data to 
any server on the Internet). 

It has been seen that the peer-to-peer mode's major benefit is exchanging data easily. Data 
exchange between two NFC devices provides the possibility of secure transfer of critical data 
and social interaction. Since NFC devices can transfer data within 4 cm, exchanging critical 
data can be one of the key future applications of this mode. 

It is stated in [5] that the card emulation mode's main aim is to make the mobile phone 
tightly coupled to its users. This can be considered as a challenge to the mobility property 
of mobile phones, however people carry mobile phones with them most of the time, and the 
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Executive Summary 35 

and trial projects are implemented in this application domaismoh rn domain. Some of these projects have 
been completed or expanded into different application dommoh noon domains with growing participating 
entities or are still continuing. Some of the trials and projectsaceiorqprojects are as follows: 

• Payez Mobile Project: This is a joint initiative launched ini bedorached in November 2007. It is a mobile 
- payment service pilot implemented with about 1000 testeeiaei 00JO testers and 500 retailers in Caen and 
Strasbourg. The global objective of the participants in this tJ12irlt ni in this trial is to create a common vision, 
business solution for banks and MNOs in the contactless pq aeelrosctless payment application domain. 

• CJOO0 NFC Pilot with Rabo Mobile in the Netherlands: ·.iti,r:.b.rlands: The Dutch based Rabobank. has 
become the first bank in Europe to introduce mobile bankinjblnsd e banking and low-cost calling services in 
a different way with Rabo Mobile (originally named Rabo M ods>I fiRabo Mobiel). It is a MVNO that is fully 
owned by Rabobank. Rabo Mobile initiated a new NFC pig '.:Hn · NFC pilot called 'Pay with your mobile 
phone at ClOOO' in the Netherlands. ClOOO is one of the .erh 1o ~ of the largest Dutch based supermarket 
chains. A number of NFC enabled applications in CIOOX>l'.) niin ClOOO retail stores including mobile 
payment, and loyalty services were implemented over 6 rm o revorver 6 months. Moreover, customers can 
bring their empty bottles and receive discount receipts to 01 aiqieeipts to be used at the checkout from the 
bottle machines which are located within the supermarket i1siremmarket or they can have a refund credited 
to their Rabobank accounts. 

• NFC Stadium experience in Manchester: Manchester CitJi'.) reraester City Football Club and Orange UK 
provided an NFC enabled ticketing application. The fanst erl'F The fans are allowed to use their NFC 
enabled mobile phones to touch to the NFC readers at therh 1£ ares at the stadium gates and enter through 
turnstiles to attend home games easily. 

• Bouygues Telecom trials in Paris: France's major MNO1i1M 1or MN0 Bouygues Telecom, RATP and 
SNCF who are the providers of Navigo contactless transiensn aas transit fare cards performed a 3-month 
NFC enabled transit ticketing trial in Paris. This trial's ainis a'lsrrial's aim was to enable users to pay their 
fares at gates or at readers on buses which accept the NT,1 srlt 1qt the Navigo ticketing application using 
their NFC enabled mobile phones. 

• 02 Wallet: Telefonica 02, as one of the largest MNOs, ans ,20nJNOs, announced 02 Wallet in November 
2007 and performed a 6-month trial with various servicxvres 26 service providers. The 02 Wallet pilot 
paves the way for large usage of mobile phones as OysteJ12'{0 aas Oyster cards for travel around London, 
pay for purchases by Barclaycard, or access events. This a2irlT .2:s. This application eliminates the need for 
users to carry Oyster smart cards in their wallets. Users 2w2U _;;_ Users can pay for their travel expenses 
through the Oyster application by simply touching their nierlr g~g their mobile phones to the Oyster NFC 
readers at London underground tube stations, on buses, as .aeaudeuses, and on trams. 

• London Fashion Week: One of the largest MN Os in Eurotu3 ni , in Europe, Telefonica 02, organized and 
performed a small trial at London Fashion Week whichrbirlw Jlc which is the key event for designers in 
London to show their designs to fashion buyers throughaiguorrlnroughout the world. The aim of this trial 
was to provide fashion buyers an opportunity to give insni svig give instant feedback on the collection of 
designer Emilio de la Morena. This NFC enabled messsern beed messaging trial was performed with a 
limited number of users. 

• Pass and Fly in Nice Airport: Pass and Fly was a joint pnq rnio] J joint project of Nice Cote d'Azur Airport 
and Air France in partnership with Amadeus and !ER . .5131 bend IER. This pilot was launched in April 
2009 and lasted for 6 months in Nice Cote d'Azur AiniA wsJ.zur Airport. The aim of the pilot was to 
enable passengers to download digital boarding passes 12s2asq passes to their mobile phones using NFC 
technology. 
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Figure 2.12 Communication range of the RAD system [3]. 

Inductively coupled transponders or tags are generally passive tags which have no internal 
power source. Thus they can be only used in near field cases. This means that all the energy 
for the embedded microchip within the tag has to be provided by the RFID reader in order for 
the microchip to operate. 

For this purpose, the RFID reader's antenna generates a high frequency electromagnetic 
field. This field penetrates the cross section of the antenna's coil area and the area around the 
coil. The wavelength of the frequency range is several times greater than the distance between 
the RFID reader's antenna and the passive RFID tag. This electromagnetic field can be also 
identified as a simple magnetic alternating field. 
When the RFID tag is placed in the electromagnetic field of the RFID reader, then the 

transponder gets energy from this magnetic field (see Figure 2.13). This power consumption 
can be described as a voltage drop at the internal resistance in the RFID reader's antenna 
through the supply current to the RFID reader's antenna. So, switching on and off a load 
resistance (or load modulator) at the transponder's antenna effects voltage changes at the 
RFID reader's antenna. If switching on and off the load modulator is controlled by data, then 

/ 
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'· ,// \ \ 
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Figure 2.13 Inductive coupling. 
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60 Near Field Communication 

The material used to make the particles defines the coercivity of the stripe. Coercivity is the 
measure of difficulty to encode information on the magnetic stripe. The measure of coercivity 
is adjusted by the material used to make the particles. For instance, low coercivity stripes 
may use iron oxide and high coercivity stripes may use barium ferrite. The advantage of high 
coercivity is that it is harder to encode the information on the stripe. Hence, it is more difficult 
to erase the information on the card, so problems of accidental erasure are eliminated. 

2.5.2 Evolution of Smart Cards 
Smart cards were invented in the 1970s. The first mass use of the cards was for telephone 
payments in the 1980s. In the meantime, microprocessor smart cards were introduced. Mi­ 
crochips were integrated into debit cards in the 1990s. Smart card based electronic purse 
systems which store values on a card and do not need network connectivity, began to be used 
in Europe from the mid 1990s. One major improvement in smart card technology occurred 
in the 1990s; smart card based SIMs were introduced and started to be used in GSM based 
mobile phone environments in Europe. The use of smart cards increased with the ubiquity of 
mobile phones in Europe. In 1993, the international payment brands Europay, MasterCard, 
and Visa (EMV) collaborated to develop new specifications for smart cards in order to use 
them in payments both as a debit and a credit card. The first version of the EMV specifications, 
which stands for Europay, MasterCard, and Visa specifications, was released in 1994. EMVCo 
upgraded the specification in 2000. The specification was most recently upgraded in 2004. 
With the exception of some countries, there has been significant progress in the deployment of 
EMV-compliant Point of Sale (POS) equipment, as well as in the issuance of debit and credit 
cards using the EMV specifications. At that time, typically each country's national payment 
association was coordinated either by MasterCard International, Visa International, American 
Express, or JCB. They jointly planned and implemented EMV systems by considering various 
stakeholders. With the introduction of EMV specifications and systems throughout Europe, 
payment with contact smart card systems improved drastically. From a contactless smart card 
technology perspective, the major progress was the agreement of Visa and MasterCard in 
2004-2006 to implement contactless payment and ticketing applications such as mass transit 
and highway tolls in the USA. With the introduction of contactless smart cards such as the 
MIFARE proximity smart card by Philips, contactless smart card applications started to have 
a considerable market share in Europe and the US. 

2.5.3 Types of Smart Cards: Capability Based Classification 
Smart cards are plastic cards with an embedded microprocessor and memory. Some smart 
cards have only non-programmable memory, thus they have limited capabilities. The smart 
cards that have microprocessors have various functionalities. Smart cards, in terms of their 
capability, can be divided into two major groups: memory based and microprocessor based 
smart cards. 

2.5.3.1 Memory Based Smart Cards 

Memory based smart cards can store any kind of data including financial, personal and other 
special information. However, they do not have a processing capability. These cards need to 
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regarded as an important step towards ubiquitous computing. NFC uses the touching paradigm 
for interaction. The users need to touch their mobile phones to a reader or a tag in order 
to establish a connection. NFC is an extension of RFID technology and compatible with 
contactless smart card technology interfaces. 
RFID technology is used for tagging and identifying objects over large ranges. An RFID 

system typically includes two major components: the transponder which is placed on the object 
to be identified; and the reader which has reading and/or writing capability. The transponders 
are usually RFID tags (either passive or active). 

Contactless smart card technology uses contactless smart cards that need to protect private 
information and also perform fast and secure transactions. Some examples of smart cards are 
personal identity verification, transit fare payment cards, and electronic passports. The major 
standards for contactless smart cards are ISO/IEC 10536 for close coupling, ISO/IEC 14443 
for proximity coupling, and ISO/IEC 15693 for vicinity coupling smart cards. 
NFC technology is defined by the NFC Forum founded by Nokia, Philips, and Sony which 

allow communication based on RFID technology and ISO/IEC 14443 infrastructures. It oper­ 
ates in three modes (reader/writer, peer-to-peer, and card emulation) with RF of 13.56 MHz 
where communication occurs on one side between a mobile phone with NFC capability, and 
on the other side a passive RFID tag, an NFC device or an NFC reader, respectively. 
The major properties of NFC technology are automatic pairing and implicit security due to 

its short range communication capability. When compared with other wireless technologies, 
it allows low data rate transfer within very close distances. It is more human centric, easy, fast 
and enables high security and privacy. 

Chapter Questions 
1. Explain ubiquitous computing, and its relationship with NFC. 
2. What are the similarities and the differences between QR Code and RFlD technology? 
3. Explain the difference between active and passive RFlD tags. 
4. What are the differences between near field and far field transmission concerning energy 

transfer between an active and a passive device? 
5. What are the differences between memory based and microprocessor based smart cards? 
6. What are the differences between microprocessor based smart cards and PCs? 
7. What are the challenges that a mobile OS faces, but a PC OS does not? 
8. Draw the universal contactless smart card reader symbol. 
9. What are the differences between proximity and vicinity coupling smart cards? 
10. What are the differences between RFID tags and contactless smart cards? 
11. What are the most important integral properties of NFC technology? 
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Figure 3.4 Standards and standardization bodies of NFC mobile. Reproduced by permission from 
GSMA. All rights reserved. 

• Encourage technology providers to develop and deploy NFC enabled products around a 
common set of specifications. 

• Establish a certification program that ensures compliant products according to NFC Forum 
specifications. 

• Promote global use of NFC technology by educating consumers and enterprise users on the 
applications and benefits of NFC technology. 

NFC Forum standardized only two operating modes (reader/writer and peer-to-peer) from the 
application layer to the RF layer (see Figure 3.5). As mentioned in Table 3.4, for reader/writer 
mode, Record Type Definition (RID) and NFC Data Exchange Format (NDEF) specifications 
are being used. In peer-to-peer mode, Logical Link Control Protocol (LLCP) is used to connect 
the peer-to-peer based application to the RF layer, while the card emulation mode provides 
smart card capability for mobile phones. Details from Figure 3.5 will be briefly touched upon 
for each operating mode throughout this chapter. For more details about these specifications, 
please visit the NFC Forum website (http://www.nfc-forum.org). 

Another important development introduced by the NFC Forum is the "N-Mark" trademark 
which is a universal symbol for NFC (see Figure 3.6), so that consumers can easily identify 
where their NFC enabled devices can be used. The N-Mark has two meanings [1]: 

• The existence of an N-Mark on an active device means that the device has passed NFC 
Forum certification testing. Once a product is certified, it can contain the N-Mark on it. The 
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on the smart card emulation side for the standards ISO/IEC 14443 Type Band ISO/IEC 15936, 
although read-out and editing is possible [5]. 

3.4.3 Data Transmission on RF Layer 
The reader/writer mode allows data connection only at 106 kbps and relies on the RF interface 
that is compliant with the ISO/IEC 14443 (Type A, Type B) and FeliCa schemes. In peer-to­ 
peer mode, the RF interface that allows all data connections such as 106, 212, and 424 kbps is 
based on the ISO/IEC 18092 (NFCIP-1) standard. In card emulation mode, the RF interface is 
based on the ISO/IEC 14443 (Type A, Type B) standard and FeliCa. The Type B is especially 
used for highly secure transactions such as contactless mobile payments and ticketing. In this 
section the modulation and coding techniques used by NFC are explained. 

(i) Modulation 
Like the RFID standards 14443 and Felica, NFC uses inductive coupling. The operating 

frequency is 13.56 MHz, and commonly a bit rate of 106 kbps (partly also 212 kbps and 
424 kbps) is used. Modulation schemes used by NFC are ASK (Amplitude Shift Keying) 
with different modulation depth (100% or 10%) and load modulation: 
• In the case of data transmission.from the initiator to the target such as an NFC enabled 
mobile phone in card emulation mode, the target device uses 13.56 MHz carrier signal 
of the initiator device as energy source. The modulation scheme of the initiator device is 
ASK modulation. In peer-to-peer mode, both directions are modulated and coded like an 
initiator device. However, less power is required because both active NFC devices use 
their own power supply, generate their own RF field, and the carrier signal is switched 
off at the end of transmission. 

• In the case of data transmission from the target to the initiator, due to the coupling of 
the coils of initiator and target devices, the passive target device also affects the active 
initiator device. A variation in the impedance of the target device causes amplitude or 
phase changes on the antenna voltage of the initiator device, which is detected by the 
initiator device. This technique is called load modulation. Load modulation is carried 
out in listening mode using an auxiliary carrier at 848 kHz which is modulated by the 
baseband and varies the impedance of the target device. 

(ii) Coding 
NFC employs three different coding techniques to transfer data: NRZ-l, Manchester, 

and Modified Miller coding (see Figure 3.19): 
• In NRZ-L coding: a high state during one bit duration refers to logic 1 and a low state 
refers to logic 0. 

• In Manchester coding: at logic 1, the first half of a bit is set to high state, and the second 
half of that bit is set to low state. At logic 0, the first half of a bit is set to low state and 
the second half is set to high state. 

• In Modified Miller coding: at logic 1, a low pulse occurs after half of the bit duration. 
At logic 0, a low pulse occurs at the beginning of a bit. If logic O comes after logic 1, 
no pulse occurs at logic 0, hence the signal remains high. 

In Manchester and Modified Miller coding schemes a single data bit is sent in a fixed time 
slot. This time slot is divided into two halves, called half bits. In Miller coding a O is encoded 
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3. 7 Card Emulation Operating Mode Essentials 
In card emulation mode, the NFC enabled mobile phone acts as a smart card. Either an NFC 
enabled mobile phone emulates an ISO 14443 smart card or a smart card chip integrated in a 
mobile phone is connected to the antenna of the NFC module. As the user touches her mobile 
phone to an NFC reader, the NFC reader initiates the communication. The communication 
architecture of this mode is illustrated in Figure 3.32. 

3.7.1 Protocol Stack Architecture of Card Emulation Mode 
NFC devices that are operating in card emulation mode use similar digital protocol and analog 
techniques as smart cards and they are completely compatible with the smart card standards 
(see Figure 3.33). Card emulation mode includes proprietary contactless card applications 
such as payment, ticketing and access control. These applications are based on ISO/IEC 
14443 Type A, Type Band FeliCa communication interfaces. 

[ I Applications 
. , , . ' ] 

( Digital Protocol . ") - ,, 

( '. ~ Analog . - . ) 
•" r 

Figure 3.33 Protocol stack of card emulation operating mode. 
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the development stage. One type is a GUI (Graphical User Interface) application which must 
be present for all operating mode applications and provides both a GUI for the user and the 
capability to read NFC components. The second type is a Secure Element (SE) application 
which is needed in order to provide a secure and trusted environment for applications requiring 
security such as payment, ticketing and authentication in SEs. 

Reader/writer mode and peer-to-peer mode applications generally consist of only the GUI 
application since those operating modes do not require any secure operations. In Java lan­ 
guage, MIDlets are the Java applications running on the mobile phone and provide the stated 
properties. 

On the other hand, SE applications are used for card emulation mode applications. Card 
emulation mode applications consist of both GUI and SE components. These applications 
interact with NFC readers and MIDlets installed on a mobile phone. In Java language, Applets 
are JavaCard applications running on SEs or smart cards. 
There are various development tools on the market and the user may choose the appropriate 

development tool for the targeted mobile phone, since applications are mobile phone depen­ 
dent. For an Android mobile case for example, the application should be developed using 
Android SDK which can be downloaded from http://developer.android.com/. For a Symbian·3 
mobile, the application should be developed with Qt SDK. This SDK can be downloaded from 
http://qt.nokia.com/. 

SD Ks also provide mobile phone simulators. Inside a simulator, tags can be created and 
edited. After the application development phase, the application should be transferred to actual 
mobile devices and should be tested in a real time environment. Applications can be installed 
on a mobile phone by connecting it to a computer using wired connection or Blueicoh or 
alternatively it can be installed online via an Internet resource. 

Two JSRs (Java Specification Requests) are developed under the Java platform to enable 
NFC based applications. JSR 257 (Contactless Communication API) is for mainly reader/writer 
mode programming and JSR 177 (Security and Trust Services API) is for card emulation 
mode programming. JSR 257 is mainly concerned with discovering contactless targets in 
the proximity, notifying applications upon discovery, and performing tag operations. JSR 
177 supports communication with smart card applications and also provides application level 
digital signature signing, user credential management, and cryptographic operations. 

5.2 Why Java? 
5.2.1 Why did we Choose Java? 
To develop NFC applications easily in any platform, an NFC programming language should 
provide the fundementals of NFC programming and should serve as a basis role for readers. 
There are different NFC application development platforms currently available. New ones 
may also arise in the future. 

We have chosen Java as the programming language; since it is widely used and is a well­ 
known programming language. It also provided one of the first APls in NFC technology. 
Nokia 6212 and Nokia 6131 NFC SDKs are development platforms that are able to work 
with JSR 257 and 177 which provide NFC programming in Java. Although those phones are 
outdated, the main function of this chapter is to give a basic knowledge of NFC programming. 
Learned NFC programming skills from Java technology will help users easily develop NFC 
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(vi) Bouquet of services 
'llhe aim of this service is to provide multiple services to users within a single platform. 

Fon this purpose, the Oulu city card is used in different service entities to provide multiple 
services such as payment, event ticketing and transportation ticketing. 

(vii) Lemming 
Iln order to support learning, several projects are being conducted. The aims of these 

projects cover: 
• Improving learning through growth in motivation at school; 
• Al.dding a sense of community through sharing and commenting on learned information; 
• Innproving communication between school and parents. 

There are also other projects being conducted including smart sports, mobile math, 
rmultipurpose tagged cities, interoperable student cards, social networking and NFC 
solutions for mobile workers in the public sector. The projects also implement the 
following solutions to technical problems: 

• Subscription to services; 
• Unsubscribing to services; 
• Al.pplication provisioning; 
• Credit card payment; 
• Multiple payment cards; 
• E-purse payment; 
• Access control and ticketing; 
• Exchange tickets; 
• Locking and unlocking an application; 
• Deleting an application; 
• Losing phone; 
• Profile creation and edition. 

9.2 NlFC Trials and Projects 
As already mentioned, there have been various NFC trials and projects throughout the world. 
Payment! and ticketing applications are possibly the most well-known and promising everyday 
applications of NFC technology, and are the most complex from the ecosystem aspect as well. 
Thus moist of the tests and trial projects are implemented in this application domain. In addition 
to the NIFC cities, this section tries to present and illustrate different NFC projects in different 
countries, Some of these projects have been completed, or expanded into different application 
domains. with growing participating entities, or still continue. 

9.2.J Contactless Payment Trials 
(i) Vi!Sa pay Wave payment pilot in Malaysia 

.A short, but successful case comes from Malaysia that was launched at April 2006. 
Tine MNO Maxis Communications, Maybank which is the largest bank and financial 
grcoup in Malaysia, and Visa collaborated to implement an NFC enabled payment in 
Malaysia. This is the world's first mobile Visa payWave payment pilot. It was imple­ 
mented in the capital of Malaysia, Kuala Lumpur, involving about 2000 merchants and 
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