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(54) Wireless modem device usable on computer device without driver installation

(57) Method for connecting a host computer device
to a wireless communication network, the host computer
device being provided with an operating system with at
least one pre-�installed generic driver providing a generic
communication protocol (7) for communication between
the host computer device and a standard class of com-
puter peripheral devices other than wireless modem de-
vices, the method comprising the steps of: (a) connecting
a wireless modem device to the host computer device;
(b) setting up, by means of a pre-�installed generic driver
of the operating system on the computer device, a mo-

dem/ �host communication interface (6) for communica-
tion between the wireless modem device and the com-
puter device; (c) connecting the host computer device to
a wireless communication network via the wireless mo-
dem device; (d) routing data traffic (8-9) between the host
computer device and the wireless communication net-
work over the modem/�host communication interface (6).
The generic communication protocol (7) is used in the
modem/ �host communication interface (6) for transferring
the data traffic (8-9) between the host computer device
and the wireless modem device.
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Description

Technical field

�[0001] The present invention relates to a wireless mo-
dem device connectable to a computer device and a
method for operating said wireless modem.

Background art

�[0002] Today, when a wireless modem is connected
for the first time to a computer device, installation of an
appropriate driver is required before applications running
on the computer device can use the functionality of the
wireless modem to connect to wireless networks.
�[0003] It is a disadvantage of existing wireless modem
devices that users cannot use them on a foreign compu-
ter device, which may for example be a computer device
in a hotel or on an airport, on which the user has no
administrator rights and installation of the appropriate
driver is not allowed.

Disclosure of the invention

�[0004] It is an aim of the present invention to provide
a wireless modem device and a method for operating
same, with which the need for installation of an appro-
priate driver can be avoided.
�[0005] This aim is achieved according to the invention
with the method and device of the independent claims.
�[0006] As used herein, with "wireless modem device"
is intended to mean a computer peripheral device which
has an electronic interface for connection to a comple-
mentary electronic interface of a computer device (host)
and which comprises electronic components for estab-
lishing communication between said computer device to
which it is connected and a remote device over a wireless
communication network.
�[0007] The electronic interface can for example be a
USB interface, a firewire interface, a PCI express inter-
face, a PCMCIA interface or any other electronic inter-
face known to the person skilled in the art.
�[0008] The wireless communication network can be
WLAN, GSM, GPRS, UMTS, EDGE, HSUPA, HSDPA,
3G, 3.5G, 4G or any other wireless communication net-
work known to the person skilled in the art. In preferred
embodiments, the wireless modem device of the inven-
tion can have electronic components for communicating
over two or more different wireless communication net-
works.
�[0009] In the connection method and the wireless mo-
dem device of the invention, a pre-�installed generic driver
of an operating system installed on the computer device
is used for setting up a modem/ �host communication in-
terface by means of which the wireless modem device
and the computer device can communicate with each
other. Data traffic from the computer device towards the
wireless communication network and vice versa is routed

over this modem/�host communication interface and uses
the generic communication protocol provided by the pre-
installed generic driver. This has the advantage that the
need for a specific driver for the communication between
the wireless modem device and the computer device can
be avoided. This has the advantage that a user can use
the wireless modem device on a computer device on
which he has no administrator rights, i.e. a computer de-
vice on which his user rights are restricted so that he
cannot install a specific driver for the wireless modem
device, for example a computer device in a hotel, on an
airport and the like.
�[0010] As used herein, by "pre-�installed generic driver"
is intended to mean a driver which is installed on the
computer device along with the installation of the oper-
ating system, i.e. a driver which is standard for the oper-
ating system and which is capable of driving a standard
class of computer peripheral devices connected to the
computer device without requiring installation of a spe-
cific driver for such a computer peripheral device. An ex-
ample of such a generic driver is a human interface driver
(HID), which has predetermined software components
configured for driving a human interface device such as
a mouse, a keyboard or other. Another example of such
a generic driver is a mass storage device (MSD) driver,
which has predetermined software components config-
ured for driving mass storage devices such as USB mem-
ory sticks, external hard drives, or more generally read-
able and writable computer peripheral memory devices.
HID and MSD drivers are known per se in the art an
therefore need not be described in detail herein.
�[0011] In the method and device of the invention, one
of the pre-�installed generic drivers of the operating sys-
tem on the computer device is exploited for setting up
the modem/ �host communication interface, i.e. the gener-
ic driver is used in connection with a computer peripheral
device for which it is not actually intended. In other words,
the wireless modem device of the invention does not be-
long to the standard class of computer peripheral devices
for which the generic driver is foreseen in the operating
system. Nevertheless, it has been found according to the
invention that the wireless modem device can commu-
nicate with the computer device by using the generic
communication protocol provided by the generic driver
over the modem/�host communication interface. In par-
ticular, the generic communication protocol is used as
the lower layer communication protocol for exchanging
information between the wireless modem device and the
computer device, such as for example AT commands or
IP data.
�[0012] In preferred embodiments, the wireless modem
device of the invention uses a proprietary protocol stack
(e.g. a proprietary TCP/IP stack) rather than a kernel pro-
tocol stack (e.g. a kernel TCP/IP stack) which is otherwise
generally used by the operating system and any appli-
cations running under the operating system on the com-
puter device for any network communication.
�[0013] In preferred embodiments, the proprietary pro-
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tocol stack is preferably set up on the computer device,
although in alternative embodiments the proprietary pro-
tocol stack may also be set up on the wireless modem
device.
�[0014] In preferred embodiments, the wireless modem
device of the invention uses a proxy to move data traffic
from the kernel protocol stack to the proprietary protocol
stack, i.e. to indicate to running applications that network
communication is to be performed using the proprietary
protocol stack set up by the wireless modem device rath-
er than the kernel protocol stack.
�[0015] In preferred embodiments, the wireless modem
device stores at least one application and is provided for
launching said application as a portable application,
meaning that the application keeps its data (cache) in
the memory of the wireless modem device and no traces
are left on the computer device. The application can for
example be a web browser application, a document view-
er application for viewing a.o. downloaded documents,
or other. The web browser application preferably has pre-
defined settings, such that it is configured to make use
of the proxy server application with embedded proprie-
tary protocol stack for connecting to the internet.
�[0016] The above mentioned features of the wireless
modem device and its operation method contribute to the
advantage that any modification to settings in the kernel
protocol stack or in the operating system can be avoided,
or more in general that any traces on the computer device
can be avoided, so that upon disconnecting the wireless
modem device from the computer device, it is as if it has
never been used on the computer device. As used herein,
this effect is termed a "zero footprint", i.e. the wireless
modem device leaves no trace or a "zero footprint" on
the computer device.
�[0017] In preferred embodiments of the device of the
invention, software code portions are stored on the wire-
less modem device or on a separate memory device (e.g.
a micro SD card) connectable to the wireless modem
device, which are configured for performing one or more
of the above mentioned steps, i.e. the use of a pre-�in-
stalled generic driver, the setting up of a proprietary pro-
tocol stack, the use of a proxy, etc.. The software code
portions are preferably stored in a read only partition.
�[0018] In preferred embodiments of the method for op-
erating the wireless modem device of the invention, the
method comprises one or more of the following steps:
(a) upon connection of the wireless modem device to a
computer device, checking if a specific driver for the wire-
less modem device is present on the computer device;
(b) if not, using the pre-�installed generic driver of the op-
erating system on the computer device for communica-
tion between the wireless modem device and the com-
puter device; (c) setting up the proprietary protocol stack
for establishing network communication between appli-
cations running on the computer device and the wireless
communication network via the wireless modem device;
(d) using the proxy to move data traffic from the kernel
protocol stack to the proprietary protocol stack; (e)

launching applications stored on the wireless modem de-
vice as portable applications.
�[0019] The invention more generally relates to a meth-
od for connecting a computer device to a communication
network, the host computer device being provided with
an operating system using a kernel protocol stack to con-
nect to a pool of first communication networks known to
an administrator of the computer device, the method
comprising the step of introducing a second protocol
stack, aside from the kernel protocol stack, for connecting
the computer device to a second communication network
outside not belonging to the known pool of first commu-
nication networks. This may comprise the step of adding
a tunnelling protocol to the second protocol stack without
mediation of the administrator. Preferably, the second
protocol stack is introduced by running a proxy server
application with predefined connection parameters on
the computer device, the proxy server application redi-
recting data traffic between the computer device and the
second communication network from the kernel protocol
stack to the second protocol stack.

Brief description of the drawings

�[0020] The invention will be further elucidated by
means of the following description and the appended
drawings.
�[0021] Fig. 1 shows a general view with the main com-
ponents of a preferred embodiment of the invention.
�[0022] Figs. 2 and 3 respectively show separate views
of the data plane and the control plane of the embodiment
of figure 1.
�[0023] Fig. 4 shows a possible flow diagram for a pre-
ferred embodiment of the invention.

Modes for carrying out the invention

�[0024] The present invention will be described with re-
spect to particular embodiments and with reference to
certain drawings but the invention is not limited thereto
but only by the claims. The drawings described are only
schematic and are non-�limiting.
�[0025] Furthermore, the terms first, second, third and
the like in the description and in the claims, are used for
distinguishing between similar elements and not neces-
sarily for describing a sequential or chronological order.
The terms are interchangeable under appropriate cir-
cumstances and the embodiments of the invention can
operate in other sequences than described or illustrated
herein.
�[0026] Moreover, the terms top, bottom, over, under
and the like in the description and the claims are used
for descriptive purposes and not necessarily for describ-
ing relative positions. The terms so used are interchange-
able under appropriate circumstances and the embodi-
ments of the invention described herein can operate in
other orientations than described or illustrated herein.
�[0027] The term "comprising", used in the claims,
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should not be interpreted as being restricted to the means
listed thereafter; it does not exclude other elements or
steps. It needs to be interpreted as specifying the pres-
ence of the stated features, integers, steps or compo-
nents as referred to, but does not preclude the presence
or addition of one or more other features, integers, steps
or components, or groups thereof. Thus, the scope of the
expression "a device comprising means A and B" should
not be limited to devices consisting only of components
A and B. It means that with respect to the present inven-
tion, the only relevant components of the device are A
and B.

1. Introduction

�[0028] Problem Definition: to provide a way to achieve
USB (or other interface) modem functionality in any com-
puter (Operating system independent) without leaving a
footprint (Zero- �Footprint). This means that the need can
be avoided to install drivers and/or applications on PC’s
to give USB modem connectivity. This also means that
the need can be avoided for the end user to have admin-
istrator rights on the computer. An advantage is the ease
of use of e.g. USB modem products which can even be
allowed usage in restricted conditions. The invention can
give the end user connectivity on any personal computer
(PC) without interfering on the PC itself.
�[0029] A preferred solution according to the invention
is to combine existing standard methods found in current
Operating Systems (OS) to achieve the Zero Footprint
objective. The concepts involved in this preferred solution
are:�

- Use of existing USB class drivers
- Use of a user space TCP/IP stack
- Use of a proxy between kernel and user space

TCP/IP stack
- Use of portable applications running from a mass

storage device.

�[0030] Usually, the user needs to install proprietary
drivers before he/she can use a USB network device.
These drivers present a network/ �modem interface
(+some other control interfaces) to the OS. In some OSes
(i.e. Linux and Mac OS X), it is possible to use existing
USB class drivers (e.g. USB CDC ACM and USB CDC
Ethernet) already present in the OS but Windows OSes
require some extra files and administrator rights to use
these network class drivers. To avoid this, we propose
to use other USB class drivers, not exhibiting a network/
modem interface but supported without any extra instal-
lation in all OSes. The challenge is then to reroute net-
work requests/ �answers from/to the applications. The nor-
mal flow would be to reroute the network request/ �packet
at the bottom of the TCP/IP stack by creating a new net-
work interface which would take packets from/to the
TCP/IP stack and transfer them to the network device.
But this creation of network interface requires adminis-

trator rights and thus is not possible for a full Zero Foot-
print concept which is aimed at in this preferred embod-
iment of the invention. In order to achieve this aim, a
proprietary TCP/IP stack, running in user space, is used
instead of the standard one available in host OSes. This
enables to tune the proprietary TCP/IP stack to use the
chosen USB class driver without requiring administrator
rights. Standard network applications are built using the
Socket interface and dynamic library which would then
link it to the standard TCP/IP stack available on the OSes.
According to this preferred embodiment of the invention
they are linked to the proprietary TCP/IP stack and thus,
for avoiding to have to modify/ �recompile the applications,
preferably a Proxy is used which routes the information
from the local host interface, connected to the host OS
TCP/IP stack, to the proprietary stack. The applications
are preferably modified by the configuration of a Proxy.
The applications are preferably launched from the mass
storage device as portable applications, which can avoid
that any traces are left on the host OS.
�[0031] A preferred implementation is discussed below,
named the "ZeroFootprint solution".

2. Technical overview

2.1. Introduction

�[0032] A general view with the main interfaces ex-
posed is shown in Figure 1. From a protocol point of view,
Figures 2 and 3 give a separate view of respectively the
data plane and the control plane.
�[0033] The ZeroFootprint solution is based on mainly
5 elements:�

- a host/�modem interface ("USBGo" 6) using the
USB/HID protocol (7) to transport AT data (9) and
IP data (8);

- an external TCP/IP stack (5) configured to send IP
data through the above mentioned USB/HID channel
(7);

- a TCP/IP proxy (1) configured to translate host
TCP/IP stack (4) into external TCP/IP stack (5);

- a Connection Manager ("CM" 2) able to open a con-
nection through the interface provided by the proxy;

- a program launcher and portable applications (3),
a.o. a web browser application.

2.2 Generic description/use case

�[0034]

1. The user plugs the USB modem (below also re-
ferred to as "the modem device". At this point, the
modem presents itself as a USB modem with
VID/PID. Additionally, this solution builds on top of
one of the default (non network) USB HID device
class drivers available in the most common OS (Win-
dows XP, Vista, Mac OSX and Linux). At this point,
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there are two alternatives on how the OS can react.
If the USB modem drivers have not been installed,
the OS recognizes the device as a MSD+HID generic
device (the device is configured for presenting itself
this way) and therefore loads those drivers. Alterna-
tivelly, the USB modem drivers might have been in-
stalled, and then these drivers will handle the device.
But let’s concentrate on the ’nomadic’ mode, in which
OS generic drivers are used. At this point, the USB
modem presents itself as a USB Mass Storage De-
vice (10) presenting a CD Rom (exposing flash mem-
ory), a Generic Volume (exposing microSD) and a
3rd Generic Device to transport control and TCP/IP
data between the host OS and the USB modem. Im-
mediately after this configuration is shown in the OS,
and now assuming a Windows OS, the CD Rom has
an autorun that launches a launcher in which the
user has the possibility to launch amongst other ap-
plications a web browser (e.g. Firefox) and a Con-
nection Manager (CM). This launcher is based on
portable application principles, as it is also done with
other applications.
2. The user starts the Connection Manager and
starts a connection. The Connection Manager opens
a serial virtual port (interface provided by a proxy
running from the modem device) to be able to send
AT commands and therefore opening a packet data
protocol (PDP).
3. When the connection is established using AT com-
mands, a PDP is created and the network will return
a set of IP configuration parameters. These network
parameters are passed to a proprietary proxy server
that contains an embedded TCP/IP stack that is
adapted to work with the USB HID interface to pass
IP and control data. This proxy sits also on top of the
standard windows sockets to be able to listen to in-
coming request to the localhost (see following step).
4. The user starts the webbrowser and opens a site
(e.g. http: �//www.google.com). This webbrowser is
configured to use the previously mentioned proxy on
the localhost. When the proxy receives the request,
it will use the second proprietary interface (with the
embedded TCP/IP stack) to transmit/�receive data to/
from the network.

2.3 USB

2.3.1 USB Endpoints and switching mechanism

�[0035] Preferably, the ZeroFootprint capable devices
offer the capabilities to work in dual mode, meaning that
ZeroFootprint functionality can be used when no drivers
are installed, and Standard (legacy) functionality can be
used when drivers are installed. In the two cases, differ-
ent USB endpoint structures are used.
�[0036] A switching mechanism allows a ZeroFootprint
device to present itself as a USB/HID+MSD device or
USB modem device, depending on the availability of driv-

ers in the system. The USB device can thus expose its
USB interface in different ways: (1) A composite device
with USB HID and USM Mass Storage Unit (UMS) device
with UMS and HID USB ID; (2) UMS device with 3G USB
ID.

2.3.2 USBGo interface

�[0037] The USBGo interface is the interface enabling
communication between the USB modem and the com-
puter. The USBGo uses USB- �HID as a lower layer to
avoid having to install a specific driver for the modem.
�[0038] The USBGo interface supports multiple chan-
nels, so that separate channels can be used for control
data and user data. A flow control mechanism allows any
endpoint of the USBGo interface to stop/ �restart data in
a given channel, in case that it cannot handle the amount
of data received. The flow control mechanism can be
relatively simple as it is only used for the data channel
(s). The control channel is used to send enable/�disable
frames for a given data channel.
�[0039] In this way, the USBGo interface is tuned and
optimized to allow transferring data with a minimum guar-
anteed speed between modem device and host compu-
ter and transferring data in packages on an event driven
base. It optimises the USB resources (for instance the
available bandwidth of the "USB/HID") and the power
consumption on the USB physical layer.

2.4 Mass Storage Devices

�[0040] The Zero Footprint concept doesn’t impose any
special requirements on the storage used. The concept
provides a virtual CD ROM concept, i.e. a certain amount
of read only memory (64 MB) is available to the OS when
the modem device is inserted for first time and drivers
have not been installed previously. This storage device
is presented as a CD-�ROM that contains an executable
with the drivers/�connection manager installer. The con-
cept further provides memory in the form of microSD.
This microSD is presented as a mass storage device.
�[0041] The CD-�ROM memory part is used to have a
permanent copy of the basic applications needed (i.e.
launcher, proxy and CM) (+specific drivers installer).
Therefore, any configuration file needed by the launcher,
proxy or CM is stored/ �modified on the writable storage
device (i.e. microSD). To do so, these applications look
for the driver on which the configuration is available. This
can be achieved differently in the different OSes. In Win-
dows, the two USB storage devices are under the same
USB device (device manager). In Linux and MacOS X:
On Unix based OS, the USB mass storage devices can
be found under /dev/sdX.

2.6 TCP/IP stack

�[0042] The host OS TCP/IP stack is used whenever
the specific USB modem drivers are installed.

7 8 

Page 5 of 13



EP 2 107 463 A2

6

5

10

15

20

25

30

35

40

45

50

55

�[0043] The proprietary TCP/IP stack used in the Zero-
Footprint mode to bridge between the host OS TCP/IP
stack and the USB/HID interface created to send data.

2.7 Proxy

2.7.1 General

�[0044] Proxy is started at the beginning (from the
launcher or any other method). As default configuration,
it is using the standard OS TCP/IP stack, and will change
to use the external TCP/IP stack whenever notified by
the CM. For example, the proxy can restart itself using a
different stack when the CM requests the change.

2.7.2 Interface CM - Proxy

�[0045] To be able to send AT commands and configure
the external TCP/IP protocol for the USB/HID interface,
the proxy exposes an interface to 3rd party applications.
This interface resembles a serial interface.
�[0046] A possible flow diagram is the following (pre-
condition - no drivers installed): �

1. User inserts modem device
2. CD autolaunch launches Launcher
3. Launcher launches proxy
4. Proxy starts according to default configuration a.
Default host TCP/IP stack
5. Proxy starts to listen for client request (virtual serial
port)
6. User launches Connection Manager
7. CM connects to Proxy
8. Proxy returns OK�(Restarting)
9. Proxy restarts using USB/HID (external TCP/IP)
interface
10. CM reconnects to proxy and starts to send AT
commands
11. (...)
12. User stops connection
13. CM closes connection with Proxy
14. Proxy returns OK �(Restarting)
15. Proxy restarts using default host OS TCP/IP

2.8 Programs Launcher

�[0047] The Program Launcher (launcher from now on)
is responsible to provide an interface for the user to be
able to launch the applications residing in the memory of
the USB modem, and allow the modification of some ba-
sic settings. The launcher can be based on the function-
ality already provided by other 3rd party launchers.
�[0048] For the launcher to recognise the list of pro-
grams available in the USB memory, the list is preferably
generated dynamically. For doing that, the applications
are copied into the modem device following a certain
structure, and information related to the application and
how it’s shown in the launcher is made available.

2.9 Connection Manager

�[0049] The CM listens for various insertion events and
the queries the current list of devices. It looks for VID/PID
and compares with its internal database.

2.10 Portable applications

�[0050] It is preferred to use portable applications which
run from the modem device without the need to install
anything on the host (ideally, also no registry change is
allowed). For applications to be able to run on the Zero-
Footprint mode, support for communication with the
proxy is provided.

3. Flow diagram

�[0051] Another basic flow using the ZeroFootprint
(USB/HID) concept is shown in figure 4.
�[0052] The user inserts the modem device ("stick").
The following steps are performed.�

1: The OS ("Windows") looks for a device specific
driver and finds none. The OS links the USB/HID
driver to the modem device.
2: Part of the memory on the modem device is pre-
sented as a CD-�ROM. The OS launches "autorun"
is the same way as it is commonly done when an OS
detects a CD-�ROM.
3: Calling autorun launches the Program Launcher.
4: The Launcher launches the proxy server applica-
tion (provided on the modem device), which starts
to listen on the localhost for incoming client requests.
The proxy provides an open interface for 3rd party
applications, such as the Connection Manager (CM).
5: The user launches the CM (provided on the mo-
dem device). The CM does not detect any legacy
driver mode and assumes that the driver mode using
USB/HID is active.
6: The CM opens a virtual serial port. The CM passes
information about the modem device found to the
Proxy.
7: The CM sends AT command to the proxy.
8: The proxy forwards the AT command (over the
USB/HID interface) to the modem device, which per-
forms the step for creating a PDP and receiving an
IP configuration (these steps are well known in the
art and therefore need not be described in detail
here).
9: The modem device passes the IP configuration
on to the CM, which sends AT commands to the mo-
dem device to establish the PDP.
10: The CM asks the proxy to configure the external
TCP/IP stack.
11: The user launches a web browser application
(e.g. modified version of Firefox).
12: The web browser application is preconfigured to
use the external TCP/IP stack provided by the proxy.
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13: IP data is exchanged between the modem device
and the proxy through the external TCP/IP stack
("LWIP") and the USB/HID interface.
14: The user disconnects, using the CM, which
sends commands to the modem device to close the
connection.
15: The CM tells the proxy to unconfigure the IP
stack.
16: The user safely removes the modem device from
the host, which triggers the modem device to close
the launcher (step 17), which closes the CM (step
18), which tells the proxy to close the connection
(step 19) and subsequently closes the proxy (step
20).

4. Alternative embodiments

�[0053] The principles of the embodiment described
above can also be used in the following alternative em-
bodiments of the invention, namely to connect a compu-
ter device to a second (wireless or non-�wireless) com-
munication network which does not belong to a pool of
first (wireless or non- �wireless) communication networks
known to an administrator of the computer device. In a
similar way as described above, a second protocol stack
can be introduced next to the kernel protocol stack pro-
vided by the OS on the computer, to allow applications
running on the computer device to get outbound connec-
tion to the second communication network. In a similar
way as described above, a proxy server application with
predefined connection parameters for using the second
communication network can be used to tell the applica-
tions to redirect data traffic between the computer device
and the second communication network from the kernel
protocol stack to the second protocol stack.
�[0054] In alternative embodiments, a tunnelling proto-
col stack, such as for example IPSEC, can be added to
the second protocol stack (or also the proprietary protocol
stack for the wireless modem device described above),
for establishing secure networking sessions. Likewise,
this does not require mediation of the administrator.

Claims

1. Method for connecting a host computer device to a
wireless communication network, the host computer
device being provided with an operating system with
at least one pre-�installed generic driver providing a
generic communication protocol (7) for communica-
tion between the host computer device and a stand-
ard class of computer peripheral devices other than
wireless modem devices, the method comprising the
steps of: �

a) connecting a wireless modem device to the
host computer device;
b) setting up, by means of the pre-�installed ge-

neric driver of the operating system, a modem/
host communication interface (6) for communi-
cation between the wireless modem device and
the computer device;
c) connecting the host computer device to a
wireless communication network via the wire-
less modem device;
d) routing data traffic (8-9) between the host
computer device and the wireless communica-
tion network over the modem/�host communica-
tion interface (6),

characterised in that the generic communication
protocol (7) is used in the modem/�host communica-
tion interface (6) for transferring the data traffic (8-9)
between the host computer device and the wireless
modem device.

2. Method according to claim 1, wherein step b) com-
prises presenting the wireless modem device to the
host computer device as a human interface device
and wherein the pre-�installed generic driver is a hu-
man interface device driver.

3. Method according to claim 1, wherein step b) com-
prises presenting the wireless modem device to the
host computer device as a mass storage device and
wherein the pre-�installed generic driver is a mass
storage device driver.

4. Method according to any one of the previous claims,
wherein a proxy server application (1) with prede-
fined connection parameters is stored on the wire-
less modem device and step c) comprises running
the proxy server application.

5. Method according to claim 4, wherein the proxy serv-
er application (1) comprises an embedded proprie-
tary protocol stack (5) for the step d) of routing the
data traffic (8) between the host computer device
and the wireless communication network over the
modem/�host communication interface.

6. Method according to claim 4 or 5, wherein the proxy
server application is run on the host computer de-
vice.

7. Method according to claim 4 or 5, wherein the proxy
server application is run on the wireless modem de-
vice.

8. Method according to any one of the previous claims,
wherein a web browser application (3) with prede-
fined settings is stored on the wireless modem de-
vice and wherein the method further comprises the
step of running the web browser application as a
portable application on the wireless modem device.
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9. Computer peripheral wireless modem device for pro-
viding wireless connectivity to a host computer de-
vice which is provided with an operating system with
at least one pre-�installed generic driver providing a
generic communication protocol (7) for communica-
tion between the host computer device and a stand-
ard class of computer peripheral devices other than
wireless modem devices, the wireless modem de-
vice comprising a memory (10) in which computer
executable software code is stored, said computer
executable software code comprising: �

a first software code portion for setting up, by
means of the pre-�installed generic driver of the
operating system, a modem/�host communica-
tion interface (6) for communication between the
wireless modem device and the computer de-
vice;
a second software code portion for connecting
the host computer device to a wireless commu-
nication network via the wireless modem device;
a third software code portion for routing data traf-
fic between the host computer device and the
wireless communication network over the mo-
dem/ �host communication interface;

characterised in that the first software code portion
uses the generic communication protocol (7) in the
modem/�host communication interface (6) for trans-
ferring the data traffic between the host computer
device and the wireless modem device.

10. Computer peripheral wireless modem device ac-
cording to claim 9, wherein the first software code
portion presents the wireless modem device to the
host computer device as a human interface device
and wherein the pre-�installed generic driver is a hu-
man interface device driver.

11. Computer peripheral wireless modem device ac-
cording to claim 9, wherein the first software code
portion presents the wireless modem device to the
host computer device as a mass storage device and
wherein the pre-�installed generic driver is a mass
storage device driver.

12. Computer peripheral wireless modem device ac-
cording to any one of the claims 9-11, wherein the
second software code portion comprises a proxy
server application (1) with predefined connection pa-
rameters.

13. Computer peripheral wireless modem device ac-
cording to claim 12, wherein the third software code
portion comprises an proprietary protocol stack (5)
embedded in the proxy server application.

14. Computer peripheral wireless modem device ac-

cording to any one of the claims 9-13, wherein said
computer executable software code comprises a
web browser application (3) with predefined settings
which is provided for being run as a portable appli-
cation on the wireless modem device.

15. Method for connecting a computer device to a com-
munication network, the host computer device being
provided with an operating system using a kernel
protocol stack (4) to connect to a pool of first com-
munication networks known to an administrator of
the computer device, the method comprising the step
of introducing a second protocol stack (5), aside from
the kernel protocol stack, for connecting the compu-
ter device to a second communication network out-
side not belonging to the known pool of first commu-
nication networks.

16. Method according to claim 15, further comprising the
step of adding a tunnelling protocol to the second
protocol stack without mediation of the administrator.

17. Method according to claim 15 or 16, wherein the sec-
ond protocol stack is introduced by running a proxy
server application (1) with predefined connection pa-
rameters on the computer device, the proxy server
application redirecting data traffic between the com-
puter device and the second communication network
from the kernel protocol stack to the second protocol
stack.
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